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1. OBJETIVO E ESCOPO DE ATUAGAO DO GESTOR

O presente Manual de Segregacao de Atividades (doravante "Manual") da
Fidem Asset Gestora de Recursos S.A. (doravante "Gestor") estd em estrita
conformidade com os artigos 27 e 28 da Resolugao CVM n° 21, de 25 de fevereiro de
2021 (doravante "Resolucao CVM 21").

O Manual estabelece os seguintes objetivos primarios:

Objetivo Detalhamento da Segregacao Funcional e segregacao fisica das
instalacdes entre a area de Gestao de Recursos e as areas de Controles Internos
(Compliance, Gestao de Riscos e Prevencao a Lavagem de Dinheiro e ao
Financiamento do Terrorismo - PLDFT) e Administrativa (BackOffice).

Controle de Ativos para assegurar a utilizagdo adequada e responsavel das
instalagdes, equipamentos e demais ativos comuns.

Confidencialidade da Informacao para preservar a confidencialidade das
informacdes sensiveis e viabilizar a identificacao inequivoca dos individuos com
acesso a tais dados.

Implementar mecanismos de restricdo de acesso a arquivos e sistemas,
permitindo a rastreabilidade e a identificagcao dos responsaveis pelo manuseio de
informacdes confidenciais.

Adicionalmente, este Manual incorpora diretrizes de Seguranca da
Informacao, as quais serao suportadas por prestadores de servico especializados.
Tal abordagem visa garantir um nivel de eficiéncia e seguranca compativel com as
exigéncias regulatdrias e as necessidades do Gestor, de seus Colaboradores,
investidores e demais stakeholders, estabelecendo, ainda, a responsabilizacao dos
envolvidos em casos de violacao de dados ou vazamentos.

Nao Exercicio de Atividades de Distribuicao e Intermediacao

O Gestor concentra sua atividade na Gestao de fundos financeiros e Fundos
de Investimento em Direitos Creditorios (FIDCs), utilizando-os como veiculos de
investimento para seus clientes.

Considerando que o Gestor nao exercera as atividades de distribuicao de
cotas de fundos de investimento sob gestao, tampouco a atividade de
intermediacao de valores mobiliarios, a relevancia de certas disposicdes deste
Manual, relativas a conflitos de interesse inerentes a distribuicao e intermediacao,
pode ser mitigada em comparacao a outros participantes do mercado de capitais.

Nao obstante, todas as disposi¢des contidas neste Manual sao de aplicagao
obrigatdria a todos os socios, Diretores e empregados do Gestor (doravante
"Colaboradores").

2. ESTRUTURA

Diretor de Gestao COMPLIANCE, RISCO
Luciano Corréa Araski Davi Cipriano (Compliance, Risco e PLDFT)
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2.1. Segregacao de Atividades e Seguranca da Informagao

Considerando a estrutura organizacional do Gestor, refletida neste Manual e
Nno organograma societario, foram estabelecidas politicas e procedimentos
aplicaveis a: (i) segregacao fisica entre o Departamento Técnico e o Back-Office; (ii)

implementacao de barreiras de informacao (Chinese Wall); e (iii) seguranca da
informacao.
No que tange a seguranca da informacao, item (iii), a contratacao de

prestador de servico especializado em tecnologia da informacao sera de
responsabilidade do Back-Office. Este prestador sera incumbido da implantagcao e
otimizagao de processos, da manutengao dos sistemas de informatica, da gestao
da seguranca da informacao — incluindo o controle de acesso de usuarios — e da
execucgao de rotinas de copia de seguranca (backup) dos dados.

3. SEGREGAGAO FiSICA

O acesso as instalacdes fisicas destinadas a equipe de gestao de carteiras de
valores mobiliarios € estritamente controlado e restrito aos colaboradores
devidamente autorizados. A referida area esta localizada em um ambiente
fisicamente isolado das demais dependéncias do Gestor, comunicando-se
exclusivamente com os servicos auxiliares indispensaveis a atividade de gestao, de
modo a garantir sua completa segregacao de quaisquer outros setores que
possam exercer atividades distintas no ambito do mercado de capitais.

O acesso de pessoas nao envolvidas diretamente na atividade de gestao de
carteiras de valores mobiliarios as instalacdes da area de gestao € vedado, salvoem
circunstancias excepcionais e previamente autorizadas.

4. BARREIRA DE INFORMAGAO (CHINESE WALL)

A politica de Chinese Wall tem por finalidade instituir uma barreira robusta
de comunicacao entre diferentes areas e colaboradores do Gestor. O objetivo é
assegurar a estrita observancia das normas regulatérias que determinam a
segregacao entre a atividade de administracao de carteiras de valores mobiliarios
e outras atividades exercidas no mercado de capitais, bem como a separacao entre
os ativos financeiros préprios do Gestor e os pertencentes a terceiros.

Como regra geral, as restricdes de acesso a informag¢des e documentos,
tanto em formato fisico quanto digital, contidos na rede de computadores e nos
sistemas do Gestor, seguem as divisdes funcionais delineadas no organograma
apresentado no item 2 deste Manual. Eventuais excecdes a esta regra deverao ser
submetidas a apreciacdo do(a) Diretor(a) de Compliance, Riscos e PLD/FT,
mediante solicitagao formal e fundamentada que demonstre a necessidade e a
auséncia de conflitos de interesse.
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5. POLITICA DE CONFIDENCIALIDADE, SIGILO E SEGURANGA DA
INFORMAGAO

5.1. Informagdes Confidenciais

No exercicio de suas funcdes, os Colaboradores poderao ter acesso a
informacdes relativas aos clientes do Gestor e a terceiros que nao sejam de
dominio publico, sendo, portanto, classificadas como "Informagdes Confidenciais".

E expressamente vedada a divulgacdo de qualquer Informacéo Confidencial
a terceiros, seja para beneficio proprio ou de outrem, ainda que nao haja a intencao
de auferir vantagem. A obrigacao de confidencialidade aqui estabelecida possui
carater perene, mantendo-se vigente mesmo apodés o término do vinculo
profissional do Colaborador com o Gestor.

O Gestor e seus Colaboradores possuem o dever legal e fiduciario de zelar
pelo sigilo das Informacdes Confidenciais de seus clientes. Qualquer solicitacao,
tentativa ou agao que vise a quebra deste sigilo devera ser imediatamente
comunicada ao Diretor de Compliance, Riscos e PLDFT.

5.2. Informagodes Sigilosas

Para os fins deste Manual, consideram-se "Informacdes Sigilosas", além das
Informacdes Confidenciais, todos os dados e informacdes cuja divulgagao possa
comprometer o nivel de segurancga ou a integridade operacional do Gestor.

A perda, o uso indevido, a alteracao ou o acesso nao autorizado a
Informacdes Sigilosas podem acarretar prejuizos a privacidade de individuos,
impactar negativamente transacdes comerciais, macular a reputacao do Gestor e
comprometer a continuidade de suas operagoes.

O Gestor reitera sua responsabilidade legal de proteger o sigilo de seus
clientes. Portanto, informacdes relativas a clientes e as entidades investidas pelos
fundos de investimento sob gestao nao poderao ser compartilhadas com terceiros,
excetuando-se as hipdteses de requisicao formal por parte de dérgaos publicos,
entidades reguladoras ou do Poder Judiciario, casos em que o compartilhamento
se dard nos estritos limites da ordem recebida.

5.3. Seguranca da Informacgao

As medidas de seguranca da informacao visam proteger os ativos
informacionais do Gestor contra ameacgas, garantindo a continuidade dos
negocios, a minimizagcdao de riscos operacionais € a maximizagao dos retornos
sobre os investimentos.

A implementacao e a manutencao de tais medidas sao de responsabilidade
do servico terceirizado de tecnologia da informacgao, cuja supervisao compete ao
Back-Office, conforme detalhado em secdes subsequentes deste Manual. A
observancia das diretrizes de seguranca € obrigatdria para todos os Colaboradores.

ldentificam-se como situacdes de risco a Seguranga da Informacao, entre
outras:

(i) Acessar a sites nao relacionados as atividades do Gestor;
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(ii) Utilizar midias (“pen-drives”, CDs, entre outras) para armazenamento
de arquivos digitais, com excecao das disponibilizadas pelo Gestor;

(iii) Acessar ou salvar informacdes sensiveis e Informacdes Confidenciais
em pastas virtuais de acesso publico;

(iv) Salvar arquivos pessoais na rede de computadores institucional,

(V) Utilizar midias para transporte de informacgdes nao criptografadas; e

(vi) Dividir senhas.

Informacdes adicionais poderdao ser encontradas no Anexo | do presente
Manual, que contém algumas regras referentes ao Gerenciamento e Seguranga de
Informacdes Confidenciais.

6. MECANISMOS DE REPORTE, SANGOES E RESPONSABILIDADES

6.1. Dever de Comunicagao e Medidas Disciplinares

E dever de todo Colaborador comunicar prontamente ao Diretor de
Compliance, Riscos e PLDFT a ocorréncia ou a suspeita de qualquer violacao as
disposi¢des contidas neste Manual, incluindo, mas nao se limitando, as regras de
Segregacgao Fisica, Chinese Wall e Seguranca da Informacao.

O descumprimento de qualquer politica ou procedimento aqui estabelecido
sujeitara o infrator a medidas disciplinares, a serem aplicadas a critério do Diretor
de Compliance, Riscos e PLD/FT, com base na gravidade da infracdo e na eventual
reincidéncia. As sancdes incluem: (i) Adverténcia formal por escrito; ou (ii)
Desligamento por justa causa.

Qualquer Colaborador que tenha violado este Manual, ou que possua
conhecimento de uma violagao, deve notificar o fato de forma direta e imediata ao
Diretor de Compliance, Riscos e PLD/FT. A cooperacdo e a comunica¢do voluntaria
serao consideradas na avaliacao de eventuais medidas disciplinares.

Acdes disciplinares também poderao ser aplicadas contra Colaboradores
que: a) Autorizem, coordenarem ou participem de violagdes a esta Politica; b)
Deixem de reportar violagcdes das quais tenham conhecimento ou suspeita; c)
Omitam-se no dever de reportar violagdes que, em razao de suas atribuicdes
funcionais, deveriam ter identificado; ou d) Promovam ou incentivem, direta ou
indiretamente, qualquer forma de retaliacao contra denunciantes.

6.2. Responsabilidade pela Gestao de Terceiros

No que tange a Seguranca da Informacao, a responsabilidade pela
contratacao, supervisao e fiscalizagao do prestador de servicos terceirizado recai
sobre o Back-Office. Este departamento conduzird o processo de due diligence
para a selecao de fornecedores, em conformidade com os critérios estabelecidos
no Manual de Compliance e demais normativos internos, e realizard o
monitoramento continuo e a avaliacao qualitativa dos servicos prestados.

6.3. Monitoramento e Acompanhamento

Diante da ocorréncia, suspeita ou indicio de descumprimento de quaisquer
regras estabelecidas neste Manual, compete ao Diretor de Compliance, Riscos e
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PLD/FT a apuracao dos fatos, utilizando-se, para tanto, dos registros eletrénicos e
demais evidéncias disponiveis para verificar a conduta dos Colaboradores.

Para fins de investigacao e auditoria, o Diretor de Compliance, Riscos e
PLD/FT possui autorizacdo para acessar todo o conteldo armazenado na rede de
computadores e sistemas do Gestor. O acesso a tais informacdes sera realizado de
forma criteriosa, respeitando a confidencialidade e utilizando os dados
exclusivamente para fins legais e regulatérios, a fim de identificar os responsaveis
por eventuais infracdes e vazamentos de informacao.

7. DIRETOR(A) RESPONSAVEL

Abaixo apresentamos informacdes cadastrais do(a) Diretor(a) de
Compliance, Riscos e PLDFT responsavel por Compliance, Gestao de Riscos e
PLDFT do Gestor:

Nome Davi Cipriano

Por fim, o Gestor atesta que o(a) Diretor(a) de Compliance, Riscos e PLDFT
nao esta subordinado as demais areas de atuacao, incluindo a gestao de recursos
ou a area comercial.

8. ATUALIZAGAO

Este Manual serd submetido a revisao anual ou em periodos inferiores a este,
sempre que o(a) Diretor(a) de Compliance, Riscos e PLDFT considerar necessario,
com o intuito de preservar as condi¢cdes de seguranca para o Gestor.

Versao Data Responsabilidade
1 05/11/2025 Davi Cipriano
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ANEXO | — SISTEMA DE GESTAO E SEGURANGA DAS INFORMAGOES

O Gestor reconhece o Gerenciamento das Informag¢des como um pilar
estratégico para a conducao de seus negocios, dada a dependéncia critica da
confiabilidade, seguranca e acessibilidade dos dados para o processo decisoério e a
gestao de ativos.

Para a consecucao destes objetivos, o Gestor estabelece diretrizes de
Compliance e de Gestao de Seguranca da Tecnologia da Informacgao (TI).

1. Gerenciamento de Informagdes Confidenciais

No ambito do Compliance, o Gestor implementa perfis de acesso
individualizados para cada usuario da rede interna de computadores. Esta medida
garante que as Informacdes Confidenciais sejam acessiveis exclusivamente por
Colaboradores previamente autorizados pelo Diretor de Compliance, Riscos e
PLD/FT.

Este controle visa a preservacao do sigilo das informacdes de clientes e a
prevencao de potenciais conflitos de interesse ou do uso indevido de Informacdes
Confidenciais.

Adicionalmente, o controle do trafego de dados entre os Colaboradores é
realizado por meio de sistemas de firewall e mecanismos de controle de acesso a
rede, que sao responsaveis pela protecdao das Informacdes Confidenciais e pela
efetiva segregacao das informacdes entre os grupos de Colaboradores que detém
o direito de acesso. Tais controles sao parametrizados nas autorizagdes de perfis de
acesso e nas restricdes de usuarios da rede, permitindo o rastreamento (log) de
guem acessou dados ou sistemas especificos e impedindo acessos nao
autorizados.

Neste sentido, foram definidos niveis de acesso distintos para os membros
da area de Compliance e Riscos e do Departamento Técnico, em observancia ao
principio do need-to-know.

2. Gerenciamento de Riscos de Seguranca da Informagao

O Gestor adota uma postura proativa no gerenciamento de riscos de
seguranca da informacao. Para tanto, atuara por meio de rotinas e procedimentos
elaborados e executados por prestadores de servigco especializados em TI, visando
assegurar um ambiente operacional resguardado contra qualquer tipo de risco
que possa comprometer a integridade das informacdes e da rede interna de
computadores, mitigando contingéncias que possam afetar a qualidade da
gestao.

3. Estrutura de Tecnologia da Informagao e Hardware

Em complemento as diretrizes de seguranca, o Gestor mantera uma rede
integrada de computadores, submetida a revisbes periddicas quanto a
capacidade, seguranca e nivel de atualizagao de seus componentes, com o suporte
técnico de empresa terceirizada contratada.

Serao implementadas rotinas de backup nos seguintes termos:

Mensal: Copia de seguranga de arquivos em Hard Disk (HD) externo.
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. Semanal e Diario: Copia de seguranca em servidores proprios,
incluindo o backup de e-mails.

Adicionalmente, serao adotados procedimentos continuos relacionados aos
softwares de antivirus, responsaveis por proteger, ininterruptamente (24 horas por
dia), a rede interna e os dispositivos individuais de cada Colaborador.

Com relacao ao sistema de correio eletrénico (e-mail), o Gestor utilizara
equipamentos atualizados e seu servidor sera hospedado em ambiente de alta
disponibilidade e seguranga, como o Exchange Online da Microsoft. Essa escolha
garante a alta disponibilidade do servico, viabiliza o trabalho remoto e a utilizagao
de computadores reserva, quando necessario, € assegura a manutencao de
registros que suportarao auditorias e inspecdes, em conformidade com as politicas
internas e regulamentares.

A administracao dos identificadores de Colaboradores (IDs) e dos
computadores ocorrera de forma centralizada por meio de um servidor, o que
permite:

- O monitoramento das atividades dos usuarios.

- O particionamento seguro de diretdrios (pastas).

- A configuracao dos perfis de acesso em estrita observancia as prerrogativas
e necessidades inerentes aos cargos dos Colaboradores.

4. Estrutura de Comunicagao e Suporte

No que concerne a estrutura de telefonia, o Gestor dispora de um sistema
PABX com canais dedicados na sala de gestdao, uma linha exclusiva para a
utilizacao de fax e linhas modveis corporativas para uso dos Colaboradores,
conforme a necessidade de comunicacao.

Por fim, sera garantido a todos os Colaboradores acesso a suporte técnico
relacionado aos sistemas de tecnologia da informacao por meio de multiplos
canais, incluindo telefone central, contato direto com o celular dos técnicos e,
ainda, por meio de visitas técnicas peridédicas e/ou emergenciais.
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